Across

2 Acronym for U.S. federal law enacting privacy provisions including the introduction of categories of violations based on culpability that, in turn, are tied to tiered ranges of civil monetary penalties. (6)

4 A television system comprised of a camera or a set of cameras monitoring a specific protected area, with additional equipment used for viewing and/or storing the CCTV footage. (4)

7 A United States government program to access the SWIFT transaction database, revealed by The New York Times in June 2006 for monitoring terrorists. (4)

10 Limitations on use, collection, data quality, and openness are some of the limitations included in these (Acronym). (4)

11 Acronym for a U.S. law passed to create national standards for electronic healthcare transactions, among other purposes (5)

14 A set of principles laid down in Article 5 of the GDPR and Article 4 of Regulation (EU) 2018/1725 including lawfulness, fairness and transparency, and purpose limitation (4,7)

15 A fingerprint database that assists the asylum procedure. (7)

16 The process in which individually identifiable data is altered in such a way that it no longer can be related back to a given individual. (13)

19 This establishes that a third country (i.e. a country not bound by the GDPR) or international organisation ensures a sufficient level of protection of personal data. (8,8)

21 An independent body which is in charge of hearing complaints lodged by citizens with regard to the protection of their data protection rights. (3)

23 A right granted to data subjects under Article 63 (1) of Regulation (EU) 2018/1725 if the data subject considers that the processing of personal data
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relating to him or her infringes this Regulation. (9)

24 An acronym for a worldwide financial messaging service which facilitates international money transfers. (2,3,5)

32 Also known as a record of authority. (4,9)

33 A natural or legal person, public authority, agency or other body which handles personal data on behalf of the controller. (9)

34 Any data subject can disagree on grounds relating to his or her particular situation, at any time to processing of personal data concerning him or her (5,2,6)

35 An acronym for a coherent system of ICT measures that protect privacy by eliminating or reducing personal data or by preventing unnecessary and/or undesired processing of personal data, all without losing the functionality of the information system. (4)

37 Any freely given, specific and informed indication of the wishes of a data subject, by which he/she agrees to personal data relating to him/her being processed. (7)

39 Acronym for US legislation that establishes requirements regarding the privacy protection of student educational records. (5)

40 Monitoring a system for threats to security of a network. (9,7)

41 Blurring data to ensure that aggregated data is useful, yet nonspecific enough to avoid revealing identifiers. (5,8)

42 Short text files stored on the user’s device by a web site. (7)

44 A kind of automated processing of personal data that involves analysing or predicting your behaviour, habits or interests. (9)

45 Acronym for a U.S. federal law that applies to the operators of commercial websites and online services that are directed to children under the age of 13. (5)

Down

1 Acronym for U.S. federal law regulating the way that U.S. intelligence agencies conduct activities including wiretaps and the interception of communications (4)

3 Data processed for the purpose of the conveyance of a communication on an electronic communications network. (7,4)

4 The acronym for the first state-level comprehensive privacy law in the U.S. (4)

5 Acronym for a framework that breaks risk into the frequency of action and magnitude of the violations. (4)

6 An acronym for a automatic identification method, relying on storing and remotely retrieving data using transponders. (4)

8 Redirecting a valid internet request to a malicious website by
modifying a Hosts file or corrupting a network router domain name system. (8)

9 A privacy communication designed to respond to problems with excessive length. (7,6)

12 An authentication process that requires more than one verification method. (5-6,14)

13 Established in 1983 on the initiative of a number of national data protection authorities in the world, this group focuses on data protection and privacy related issues of information technology in the wide sense, with a special focus on Internet-related developments. (6)

18 An expert on data protection law and practices appointed by a European Community institution and body to comply with Regulation (EU) 2018/1725, (4,10,7)

19 Principle intended to ensure that controllers are more generally in control and in the position to ensure and demonstrate compliance with data protection principles in practice. (14)

20 Choreography of all stakeholders involved in the processing of personal data: technical solutions, privacy compliance, security measures. (11,10)

22 To make (something) more difficult to understand; to hide the true meaning. (11)

26 Identifies data that has been assigned to specific levels of classification and restrict access to that data via limited class functions. (11,6)

29 A proposed multilateral trade agreement for establishing international standards on intellectual-property-rights enforcement throughout the participating countries. (4)

31 An individual’s right to have personal data about them corrected or amended by a business or other organisation if it is inaccurate. (13)

32 The process of analysing data from different perspectives and summarising it into useful new information. (4,6)

33 An international agreement signed on 27 May 2005 by Belgium, Germany, Spain, France, Luxembourg, Netherlands and Austria in order to improve cross-border cooperation in combating terrorism, cross-border crime and illegal immigration. (4,6)

35 Information is collected by airlines or travel agencies at the time a passenger makes a reservation, before travelling. (3)

36 Data that describes other data. (8)

38 An independent supervisory authority to ensure that the fundamental rights and freedoms of individuals are respected when the EU institutions and bodies process personal data. (4)

43 An independent European body, which contributes to the consistent application of data protection rules throughout the European Economic Area, and promotes cooperation between the EEA’s data protection authorities. (4)